CRN membership data privacy statement

Cancer Research Network, which adheres to the University of Sydney Privacy Statement, is collecting information from its members in order to be able to communicate with them and to provide services that best aid its members.

When you apply to become a member of the CRN your details are stored in the secure CRN database which can be accessed only by the CRN Chair, CRN Executive Officer and Sydney Medical School Website Officer.

Your staff/student identification is requested in order for the CRN to validate that you meet the criteria for becoming a member of the CRN.

Your email address is collected so that the CRN can communicate with you about upcoming events, grants, news, and other relevant information.

The other information collected (apart from First Name and Surname) is so that CRN can analyse the makeup of its membership in order to help improve and expand the network.

Once your membership application has been validated, ICT will create a Medfac account for you (if you don’t already have one) and they will send you the password for your account. Only ICT will have access to your account password. ICT will place your name up on the member list on the CRN website. You have the ability and right to access your details and update your information.

For any questions regarding privacy of your CRN Membership Data please contact the CRN EO on 9114 1943.