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These guidelines apply to all students standing as candidates for election as either an undergraduate 
or postgraduate Fellow of Senate. A copy will be provided to all candidates following acceptance of 
their nomination.  

Candidates are regarded as responsible for the actions of their supporters. They are expected to inform 
supporters who campaign on their behalf of the requirements of these guidelines and to require them 
to observe those requirements at all times.  

During the course of the election, it is expected that candidates and their supporters will conduct 
themselves in a manner which does not compromise the fairness and integrity of the election process, 
including the circumstance that it is a secret ballot, or prejudice the good name of the University. 

In particular, candidates and their supporters may approach potential voters to ask for their vote, but 
should not engage in the following activities: 

(1) harassing, intimidating or coercing students to vote for or against a particular candidate; 
(2) inducing (including through bribery or threats) a student to vote for or against a particular 

candidate; or 
(3) assisting a student with logging in and voting online on an electronic device. 

 
Candidates should observe applicable University policies, in particular noting section 9 clauses 3 and 
4 of the Acceptable Use of ICT Resources Policy: 
 
(3) Users must not:  

(a) use another person’s account;  

(b) facilitate or permit the use of the University’s ICT resources by anyone not authorised by 
the University;  

(c) attempt to gain unauthorised access to any university ICT resource;  

(d) gain unauthorised access to external services;  

(e) use University ICT resources in ways which are likely to corrupt, damage or destroy the 
University’s or any other person’s data, software or hardware.  

 
(4) Users must not  

(a) test, bypass, deactivate or modify the function of any cyber security control;  

(b) knowingly install or use malicious software;  

(c) connect compromised devices to University assets except  

(d) for research or teaching purposes;  

(e) with express written approval from an authorised University officer; and; (f) in an isolated 
testing environment; 

https://www.sydney.edu.au/policies/showdoc.aspx?recnum=PDOC2011/140&RendNum=0
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